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1.  I understand that I am being granted access to classified cryptographic information.  I understand that my being granted access
to this information involves me in a position of special trust and confidence concerning matters of national security.  I hereby
acknowledge that I have been briefed concerning my obligations with respect to such access. 
 
2.   I understand that safeguarding classified cryptographic information is of the utmost importance and that the loss or
compromise of such information could cause serious or exceptionally grave damage to the national security of the United States. 
I understand that I am obligated to protect classified cryptographic information and I have been instructed in the special nature of
this information and the reasons for the protection of such information.  I agree to comply with any special instructions, issued by
the Department of the Army, regarding unofficial foreign travel or contacts with foreign nationals. 
 
3.  I acknowledge that I may be subject to a counterintelligence scope polygraph examination to be administered in accordance
with DOD DIR 5210.48 and applicable law. 
 
4.   I understand fully the information presented during the briefing I have received.  I have read this memorandum and my
questions, if any, have been satisfactorily answered.  I acknowledge that the briefing officer has made available to me the
provisions of Title 18, United States Code, Sections 641, 793, 794, 798, and 952 and Article 106A, Uniform Code of Military
Justice (UCMJ).  I understand that, if I willfully disclose to any unauthorized person any of the classified cryptographic
information to which I have access, I may be subject to prosecution under the UCMJ and/or the criminal laws of the United
States, as appropriate.  I understand and accept that unless I am released in writing by an authorized representative of (insert
appropriate security office) the terms of this memorandum and my obligation to protect all classified cryptographic information
to which I have access, apply during the time of my access and at all times thereafter. 

CRYPTOGRAPHIC  ACCESS  
AUTHORIZATION  AND TERMINATION 

(USARC Reg 380-3; the proponent agency is DCSINT)

Part I - AUTHORIZATION FOR ACCESS TO CLASSIFIED CRYPTOGRAPHIC INFORMATION
[TO BE COMPLETED BY INDIVIDUAL AND WITNESSED BY SECURITY MANAGER OR POC]

 
AUTHORITY:  EO 9397, EO 12333 .  PRINCIPAL PURPOSE:  The purpose for soliciting this information is to identify individuals when necessary to certify access to
certain categories of cryptographic information classified TOP SECRET.   ROUTINE USES:  Cryptographic information may be disclosed to Federal agencies other than
the Department of Defense when necessary to allow access to classified cryptographic material controlled by those other agencies.   DISCLOSURE:  Providing the
information is voluntary.  There will be no adverse effect for not furnishing the information other than that failure to provide complete information may prevent original
access to classified cryptographic information. 

PRIVACY ACT STATEMENT 

I am aware that my authorization for access to classified cryptographic information is being withdrawn.  I fully appreciate and
understand that the preservation of the security of this information is of vital importance to the welfare and defense of the United
States.  I attest that I will never knowingly divulge any classified cryptographic information I acquired nor discuss with any person
any of the classified cryptographic information to which I have had access, unless and until freed from this obligation by
unmistakable notice from proper authority.  I have read this agreement carefully and my questions, if any, have been answered to
my satisfaction, I acknowledge that the briefing officer has made available to me Title 18, United States Code Sections 641, 793,
794, and 952; Title 50, United States Code, Section 783(B); and Article 106A, UCMJ. 

Part II - TERMINATION OF ACCESS TO CLASSIFIED CRYPTOGRAPHIC INFORMATION
[TO BE COMPLETED BY INDIVIDUAL AND WITNESSED BY SECURITY MANAGER OR POC]
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